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4 CRIMINAL JUSTICE INFORMATION AND PERSONALLY 
IDENTIFIABLE INFORMATION 

4.1 Criminal Justice Information (CJI) 
Criminal Justice Information is the term used to refer to all of the FBI CJIS provided data necessary 
for law enforcement and civil agencies to perform their missions including, but not limited to 
biometric, identity history, biographic, property, and case/incident history data.  The following 
categories of CJI describe the various data sets housed by the FBI CJIS architecture: 

1. Biometric Data—data derived from one or more intrinsic physical or behavioral traits of 
humans typically for the purpose of uniquely identifying individuals from within a 
population.  Used to identify individuals, to include: fingerprints, palm prints, iris scans, 
and facial recognition data. 

2. Identity History Data—textual data that corresponds with an individual’s biometric data, 
providing a history of criminal and/or civil events for the identified individual. 

3. Biographic Data—information about individuals associated with a unique case, and not 
necessarily connected to identity data.  Biographic data does not provide a history of an 
individual, only information related to a unique case. 

4. Property Data—information about vehicles and property associated with crime when 
accompanied by any personally identifiable information (PII). 

5. Case/Incident History—information about the history of criminal incidents. 
The following type of data are exempt from the protection levels required for CJI:  transaction 
control type numbers (e.g., ORI, NIC, UCN, etc.) when not accompanied by information that 
reveals CJI or PII. 
The intent of the CJIS Security Policy is to ensure the protection of the aforementioned CJI until 
the information is: released to the public via authorized dissemination (e.g. within a court system; 
presented in crime reports data; released in the interest of public safety); purged or destroyed in 
accordance with applicable record retention rules. CJI introduced into the court system pursuant 
to a judicial proceeding that can be released to the public via a public records request is not subject 
to the CJIS Security Policy. 

4.1.1 Criminal History Record Information (CHRI) 
Criminal History Record Information (CHRI), sometimes informally referred to as “restricted 
data”, is a subset of CJI.  Due to its comparatively sensitive nature, additional controls are required 
for the access, use and dissemination of CHRI.  In addition to the dissemination restrictions 
outlined below, Title 28, Part 20, Code of Federal Regulations (CFR), defines CHRI and provides 
the regulatory guidance for dissemination of CHRI.  While the CJIS Security Policy attempts to 
be architecturally independent, the III and the NCIC are specifically identified in Title 28, Part 20, 
CFR, and the NCIC Operating Manual, as associated with CHRI. 


